






Cache Hit Vs Miss Vs Pass - Requests per minute

Varnish Cache Statistics
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When you build your custom edge container module stack for performance and 
security, you will have access to module-specific metrics for Varnish Cache, 
PageSpeed, ModSecurity and other modules running through Section. Certain 
module-specific metrics may be viewed in their respective system’s dashboard.

Edge Container Module Metrics

ModSecurity’s WAF is based on rules you set to block potential threats and requires regular 
tuning to ensure malicious activity is blocked while legitimate traffic is allowed through. 
Section’s ModSecurity metrics make this easy by providing:
 Response throughput
 Most active rules
 Most active countries
 Processing time added per response

ModSecurity Metrics

The metrics for the PageSpeed front-end optimization module allow you to diagnose issues 
with your PageSpeed setup so that you can ensure image optimization, cache control, CSS 
minification and other configurations are working correctly. This includes:
 Resources not loaded due to fetch failure
 Cache misses and the expiration of cache lookups
 Image rewrite failures

PageSpeed Metrics

Varnish Cache metrics are designed to show you how your caching configuration is
working and give you the opportunity to improve cache hit rate and achieve a higher level
of performance. By viewing trend data, you can see how your caching performs over time.
 Hit, pass, miss rates by content type, including HTML, images, JavaScript, CSS
 Request counts and bytes per minute
 Time to serve by cache hit/miss/pass and response code
 Throughput by response code

Varnish Cache Metrics
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